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Abstract

This paper presents a scheme for the application

protocol management, which can be used for FTP

- File Transfer Protocol [5] - management. This

scheme includes the network division on hierarchi-

cal and federative domains, where each domain is

composed of some agents under the same manager's

administration.

In this paper, in order to manage the FTP, it

is de�ned a new object group to be inserted in the

MIB - Management Information Base, a new agent

to maintain these objects and to answer the man-

ager's requests, and some new management func-

tions. An implementation of a prototype developed

in Unicamp - University of Campinas - is also com-

mented.

I. Introduction

The network management involves, among other

activities, the maintenance of the network execu-

tion, including the network con�guration and re-

source access control, and the maintenance of tra�c

rates in acceptable levels.

The rapid growth of the network number and

size has made the network management so prob-

lematic. This fact has stimulated the development

of network management tools.

The Internet model for network management is

composed of four elements: managers, agents, a

communication protocol and a MIB - Management

Information Base. The managers read the agent

management information and solve the problems

encountered. The agent functions are to maintain

the management information, to answer the man-

ager requests and to report special events. The

SNMP - Simple Network Management Protocol [1]-

is the Internet protocol that de�nes the communica-

tion rules between the manager and the agent. The

management information is hierarchically organized

in the MIB. Some of the de�ned MIB groups [3] are:

� system group: contains generic con�guration

information about the managed node.

� ip group: de�ned for the IP - Internet Proto-

col - management, contains information about

the sent and received IP datagrams, an address

table and a routing table, among other objects.

� tcp group: de�ned for the TCP - Transmission

Control Protocol - management, contains in-

formation about the retransmission algorithm,

TCP connections, sent and received TCP seg-

ments and a connection table.

� udp group: de�ned for the UDP - User Data-

gram Protocol - management, contains statis-

tics about the sent and received UDP data-

grams.

� snmp group: de�ned for the SNMP manage-

ment, contains statistics about the sent and

received SNMP messages.

The Internet management is mainly based on

the lower layer protocol management (network and

transport layer). The SNMP is the only application

protocol whose management was included in the

MIB II

1

. The application protocol management is

also very important, because it allows the network

tra�c identi�cation and the access control to some

resources. The identi�cation of the application pro-

tocol that generates more network tra�c permits

a better resource allocation, for example, showing

where more lines and servers are necessary.

This paper de�nes a scheme for the applica-

tion protocol management, and in particular, for

the FTP management, using the Internet network

management model. The next section de�nes the

domain concepts for application protocol manage-

ment. The proposed object group and services for

the FTP management are de�ned in section 3. Sec-

tion 4 describes a scheme for FTP management im-

plementation on ISODE

2

- ISO Development En-

vironment. In section 5 it is shown how the scheme

for the FTP management can be used by other net-

work management systems. The conclusion is pre-

sented in section 6.

1

MIB II: the second standard MIB de�ned by the

Internet in 1989.

2

ISODE: an environment used for implementation

and use of the OSI/ISO softwares.
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II. Network Management in

Hierarchical and Federative Domains

The WAN - Wide Area Network - management

can be split in domains, in order to reduce the com-

plexity of the problem. A domain [10] is a compo-

nent set with the same goals and subordinated to

a common management. The components can be

softwares, systems and other domains. A manage-

ment domain is composed of an agent set subordi-

nated to one or more domain managers, where each

manager is responsible for a di�erent aspect of the

network management. For instance, a management

domain can be an institution that has a LAN - Lo-

cal Area Network - and that supports some agents

in the managed systems and which has at least a

manager to control them.

The domains can be classi�ed in two types: hi-

erarchical and federative domains.

II.A. Hierarchical Domains

Hierarchical domains reect the network admin-

istrative hierarchy, i.e., the network administrative

division is used for the hierarchical management do-

main de�nitions.

Some hierarchical management domains are

shown in Figure 1, where a, b and c are managers

subordinated to a superior manager, A.

The management in hierarchical domains can be

described as follows: every managed system main-

tains its MIB with the necessary information and

an agent software that is subordinated to one or

more managers. In large institutions, i.e., institu-

tions where there are some LANs and many sys-

tems, there can be local managers. The local man-

agers maintain a MIB with information about FTP

transactions of the subordinates that involve sys-

tems of external domains. This information will be

controlled by managers that stay in a superior hi-

erarchical domain, for example, regional managers.

These regional managers, in the same way, main-

tain a MIB with information about FTP messages

of the subordinates that leave their management

domain. These managers will be controlled by su-

perior managers, like national managers, and so on.

The network management, in hierarchical do-

mains, is able to obtain statistics about the infor-

mation ow in each domain and among domains;

for example, it is possible to control the informa-

tion ow in the following levels:

� regional: it is possible to know how many mes-

c
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a) Hierarchical Domain Representation in Sets  

b) Hierarchical Domain Representation in Trees 

x Domain Managers

Managed Sides

Not Managed Sides

Figure 1: Hierarchical Domains

sages are transmitted by a system and stay in

the same region.

� national: it is possible to calculate how many

messages are transmitted by a system and

which leave the native domain, but stay in the

national domain, i.e., the messages which are

exchanged between regions.

� international: it is possible to know how many

messages leave the national domain.

This domain management scheme can be used,

for instance, by academic networks, as the BRN -

Brazilian Research Network, which is illustrated in

Figures 2a and 2b.

The national manager could be installed in a

network backbone side, in the NOC - Network Op-

eration Center. This manager would be responsible

for the backbone control. Each regional network

could contain a regional manager that would con-

trol itself and would maintain its MIB to be ac-

cessed by the national manager. Large institutions

could contain a manager to control their LANs and

would maintain the MIBs to be accessed by the

regional managers. The managed systems would

maintain their MIBs and their agents.
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Figure 2a: BRN Management in the National Level
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Figure 2b: RNP Management in a Regional Level

II.B. Federative Domains

Federative domains were de�ned because of the

need for managing systems which stay in di�erent

hierarchical domains, but have the same goals or

administration.

Figure 3 shows an example of a federative do-

main, where F is a federative domain manager and

a, b, c and A are hierarchical domainmanagers. F is

responsible for the administration of some systems

that belong to the A, b and c hierarchical domains.

Federative domains are composed of some

agents that can be in di�erent hierarchical domains,

a

b

A

c

F

a c

A

F

x

Not Managed Sides

Managed Sides 

Domain Managers
Hierarchical Domains

Federative Domain

b

b) Domain Representation in Trees

Figure 3: Federative Domain F 

a) Domain Represantation in Sets

and one or more domain managers that control the

information ow among their agents. An usual ap-

plication of the federative domain management is

the control of institutions that have sites in di�er-

ents regions, like BRN, ONU, and so on. These in-

stitutions could be managed in the following ways:

� Distributed Management: where each site is

subordinated to the regional manager only.

� Centralized Management: where each site is

subordinated to the regional manager and to

an institution manager that would centralize

all the site information. This kind of manage-

ment would use federative domains.

Another application of a federative domain is to

control the information ow between two speci�c

systems that stay in di�erent hierarchical domains.

This kind of control would be done through the

de�nition of a federative domain administrated by

a new manager.

III. FTP Management

The application protocol management, like the

FTP management, can be done in both hierarchi-

cal and federative domains. In this situation, each

562.3



A Scheme for FTP Management Proc. INET '94 / JENC5 J. A. Carrilho

managed system that supports the FTP contains

its MIB, an agent software and it is subordinated

to one or more managers. These managers main-

tain the information about the FTP operations of

their subordinate systems which involve external

systems. The manager's MIB is accessed succes-

sively by higher level managers, up to the highest

hierarchy level.

In order to manage the FTP, this paper de�nes:

� an FTP object group to be inserted in the MIB;

� a set of services that can be obtained by the

FTP management.

III.A. FTP Group

In order to manage the FTP and �le servers that

are accessible through this protocol, the ftp object

group was divided in 4 subgroups or bases. These

bases were implemented according to the following

characteristics:

1. General Base: is installed in every managed

system that supports FTP in a prototype. The

objects that may compose this base are:

� an object that describes the software used

for �le transfer;

� objects to account the number of sent and

received messages;

� objects to count the number of opened

connections (for FTP commands and for

data transfers);

� objects to account the time that the con-

nections were opened;

� objects to control errors, like addressing

or connection errors and bad access au-

thorizations.

2. Manager Base: is installed in every system

which contains an FTP manager software.

This base may be composed of:

� an object that describes the manager;

� objects that contain information about

the connections and the FTP messages

that leave the manager's domain. This

objects are similar to the General Base

objects.

� a table with the status and address of the

FTP servers that stay in the manager do-

main.

3. Server Base: is installed in every managed �le

server of the prototype. The objects that may

compose this base are:

� an object that describes the �le server;

� objects that count the number of FTP

connections besides the sent or re-

ceived messages, including error mes-

sages. These objects are similar to the

General Base objects;

� a table that describes the server's �les.

This table contains: type and size of the

�le, access permissions, who saved the �le,

the date that it was saved and its version.

It is also interesting to store a list of the

last users that read the �le.

4. Extra Base: will be installed when it is nec-

essary to control the information ow between

two speci�c systems. This base may store the

following objects:

� an object that describes the systems;

� objects that maintain information about

the FTP connections and messages be-

tween the systems. This objects are sim-

ilar to the General Base objects.

III.B. Service Set

With The FTP management is possible to ob-

tain statistics about the FTP data ow, i.e., we can

obtain a real estimative of the network resource that

is consumed by the �le transfer.

Using the ftp group information that was de�ned

in the last section, it is possible to get the following

statistics:

� from the General Bases:

{ number of FTP opened connections;

{ average time of opened connections;

{ number of sent and received FTP mes-

sages, including errors messages;

{ number of sent and received bytes.

� from the Manager Bases:

{ more accessed �le servers in the domain

or in general;

{ status of the known �le servers, in order

to detect and solve problems;
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{ information about �le transfers from sys-

tems that are in the manager domain to

servers that are in other domains.

� from the Server Bases:

{ more accessed �les of each server;

{ who saved or read a �le recently;

{ information about the FTP connections

and messages that are sent and received

by the �le server;

{ besides, it is possible to send automatic

messages to users that read a �le recently,

when a new �le version is stored in the �le

server.

� from the Extra Bases:

{ the control of the information ow be-

tween speci�c systems. It is not recom-

mended to have this kind of control over

many systems and for a long time. This

service is used in some special cases and

for limited period.

The MIB con�guration in the managed systems

depends on the type of the service which is required.

For example, this work describes the following con-

�gurations:

1. When it is necessary to o�er only a simple es-

timative of the FTP information ow from a

system, without worrying about the source and

the destination of the FTP messages, it is only

required the insertion of the General Base in

the entity's MIB.

2. When it is necessary to control the informa-

tion ow in a server, the Servers' Base must be

inserted in the �le server MIB.

3. When it is interesting to control the infor-

mation ow in hierarchical and federative do-

mains, it is necessary to maintain:

� the General Base in all the managed sys-

tems;

� a list of the servers, that are within the

domain, in the managers' systems, in or-

der to identify the FTP transactions that

involve managers of the external domains.

� the Manager Base that is accessed by the

superior managers.

4. When it is necessary to control the information

ow between speci�c systems, the Extra Base

will be installed in the two systems. A federa-

tive domain can be de�ned and a manager can

be installed in some of the systems.

5. When it is necessary to control the information

ow from a system to a speci�c domain, an

Extra Base will be installed in the system.

IV. FTP Management

Implementation using 4BSD /

ISODE SNMP

The ISODE [4] was used to implement the FTP

management scheme in the prototype. The ISODE

contains a management packet, the 4BSD/ISODE

SNMP [8] that implements the SNMP. This packet

is composed of an agent implementation and some

tools for rapid-prototyping of network management

applications. A simple management interface is

presented in this packet, in order to send the SNMP

requests and to receive the answers.

The MIB information is collected from the sys-

tem Kernel or from the con�guration �les. A proxy

agent can be used to export objects to the MIB of

the SNMP agent, so it is possible to manage Inter-

net external systems. The communication between

the SNMP agent and the proxy agent is made with

the SMUX protocol - SNMP Multiplexing Protocol

[7].

In order to manage new information, such

as information about the FTP, through the

4BSD/ISODE SNMP, the proposed scheme needs:

1. to de�ne the new managed objects and insert

them in the MIB using ASN.1 - Abstract Syn-

tax Notation.One [6]. The new objects can be

stored in the MIB under three subtrees [8]:

� the mib group, de�ning a new version of

the Internet standard MIB;

� the experimental group, for experiments;

� the enterprises group, for private objects.

So the FTP Management requires the de�ni-

tion of a ftp object group in ASN.1 and its

insertion in the MIB.

2. to implement a new agent software or to al-

ter the existent agent in order to execute the

new object management. The agent that is re-

sponsible for the ftp group was implemented
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separately. This agent or subagent communi-

cates with the SNMP agent through the SMUX

protocol.

3. to de�ne a manager to control the new man-

aged objects and to carry out the new manage-

ment services. The FTP managers control the

ftp group communicating with the FTP sub-

agent through the SNMP agent.

It was possible to access the 4 BSD/ISODE

SNMP source codes, that gave us more exibility

for the object management insertion.

IV.A. FTP Information Base

The ftp object group, de�ned in section 3, was

stored under the experimental group, because, at

the moment, the FTP management is experimental.

Some of the new ftp objects, that were de�ned in

ASN.1, are shown in Appendix A.

The management data collection can be done in

two distinct ways:

1. updating the source codes of the FTP clients

and servers. In this scheme, the necessary

codes for data collection are inserted into the

source codes of the FTP clients and servers.

Because the end-to-end management, that is,

the management of the information ow be-

tween client and server, is important, all the

management information can be collected in

the sides of the client and server. The disad-

vantage of this scheme is the need to access the

source codes of the FTP clients and servers.

2. opening the network packets. All the network

packets are analyzed and the FTP packets are

accounted for the ftp group. The problem

with this scheme is the communication over-

head caused by the packet opening.

In order to do some experimental tests, in the

prototype the data collection was implemented al-

tering the client and server source codes. In a real

situation it is better to insert some collection sys-

tems in some strategic nodes. The function of this

collection systems is to open the packets and to ac-

count for the necessary information, because it is

impossible to update the code of all the available

clients and serves.

Initially, the Archie's client and server codes

were altered, in order to collect the necessary in-

formation for the FTP management. As a conse-

quence all the sent and received FTP messages in

the client and server systems are computed, from

the time the FTP connection is requested to its

conclusion. The messages are classi�ed as normal

or error messages; also the number of sent or re-

ceived bytes are computed, and information about

the �le transfer is stored, i.e., all the ftp group in-

formation is collected and stored in the MIB and in

a log �le. Actually the MIB data is stored in a data

�le that will be linked to the MIB by the agent.

IV.B. FTP Subagent

In order to make the agent's implementation

more modular and opened, a subagent was created.

The subagent is responsible for the FTP manage-

ment only. The subagent communicates with the

SNMP agent through the SMUX protocol and so

it exports its management information. For this

reason, it is not necessary to update the SNMP

agent code. The agents are con�gured to perform

the communication between the subagent and the

managers.

Figure 4 shows the communication scheme be-

tween the FTP manager and the FTP subagent.

FTP

Manager

MIB FTP

MIB II

 SNMP
Agent

SMUX

  FTP
Subagent

SNMP

Figure 4: FTP Manager-Subagent Communication

The FTP subagent has the following functions:

� to communicate with the SNMP agent,

through the SMUX protocol. A command in-

terpreter is used to code and decode the SMUX

messages.

� to execute the manager requests. After the

command interpretation, it is necessary to

carry out the manager requests. There are

some procedures whose function is to identify

the necessary objects, to �nd them in the data

�les and to read or to write the object values,

only if the necessary authorizations are satis-

�ed. After the end of the operation, an answer

is sent to the manager, i.e., the data is encoded
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in a SMUX response message and sent to the

SNMP agent.

� to send traps

3

when there are some special

events to report. Trigger procedures are asso-

ciated with some MIB objects, and they are

executed when the objects take speci�c values.

The subagent must identify when the proce-

dures have to be executed. Usually, these trig-

ger procedures send messages to the manager

(traps). In this case the message is �rst sent to

the SNMP agent and then to the manager. The

traps that will be sent by an agent or subagent

are previously programmed by the manager.

The FTP subagent process is always running

and waiting for the connection requests that can be

sent by the SNMP agent. The subagent can send

traps to the agent at any time.

The FTP subagent is installed in all managed

systems that support the FTP together with the

ftp object group. The subagent is associated with

a SNMP agent, that can be installed in a local or

remote system. The local SNMP agent installation

depends on the interest to have the management of

other MIB objects.

IV.C. FTP Manager

The FTP manager process runs according to

the polling method. Frequently, the manager veri-

�es the agent objects and performs its management

functions. When some trap is received by the man-

ager, it can choose between contacting the agent

immediately or waiting the agent time in the polling

process. Some of the manager functions are:

� to control the FTP data ow;

� to get information in order to update its data

base;

� to send messages to FTP users about, for ex-

ample, new �le versions, new �le servers avail-

able, and so on.

In order to o�er management services in hierar-

chical and federative domains, as de�ned in section

2, each manager stores a table that contains in-

formation about the �le servers that belong to its

domain. Therefore, the institution managers main-

tain their institution server addresses, the regional

3

Trap is a SNMP message sent to the manager to

report some event.

managers maintain a server list that is the union of

the institution lists from their domains, and so on.

An FTP association is classi�ed as internal when

the manager knows the connected �le server. When

the FTP association connects a local system with

an external domain server, the manager stores the

association information in its MIB. The superior

managers query the base and classify the associ-

ations as internal or external . So it is possible

to maintain the information about the data ow

among the domains.

When an FTP client requests an FTP associa-

tion, the information in the local base is updated,

independently of the domain in which the accessed

server is. After the association is concluded, the

information is stored in a log �le, that will be fre-

quently read by the manager. The manager collects

the data and classi�es the association as internal or

external for its domain. The external association

information is stored in the Manager's MIB and in

a log �le, in order to be queried by the superior

manager, and so on.

V. FTP Management using other

Network Management Systems

In this section it is described how two network

management systems can be used by the FTP man-

agement. These systems are:

� AIX NetView/6000 developed by IBM Corpo-

ration;

� SunNet Manager developed by Sun Microsys-

tems, Inc.

V.A. AIX NetView/6000

The AIX NetView/6000 [2] is a network man-

agement application that implements the Internet

management framework. There are SNMP agents

and managers, and the managed information is

stored in the MIB. Subagents can be used by other

systems' management. The subagents communi-

cate with a SNMP local or remote agent through

two di�erent protocols: the SNMPDPI, for the VM,

MVS and OS/2 operation systems, and the SMUX,

for the Unix systems. The managers send their re-

quests to the agents using the SNMP, so the agent

will translate the SNMP message to one of these

protocols when necessary.

In order to manage new information, it is nec-

essary to insert the new objects in the MIB us-

ing ASN.1, and to implement a subagent that will

maintain these objects.
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Once the ftp group is de�ned and the FTP sub-

agent is implemented in the ISODE, the FTP man-

agement using the AIX NetView/6000 is not di�-

cult. It is only necessary:

1. to con�gure the NetView agent to communi-

cate with the FTP subagent using the SMUX.

It is possible to use the ISODE agent, since the

NetView manager uses the SNMP;

2. to load the new MIB in the manager;

3. to con�gure the manager to execute the new

management functions.

V.B. SunNet Manager

The SunNet Manager [9] is a network manage-

ment framework composed of: agents, managers,

MDB - Management Data Base - and proxy agents.

The agents and managers use a service library for

their communications. The managers and agents

access these services through APIs - Application

Program Interfaces, that use RPC/XDR - Remote

Procedure Call / External Data Representation.

The managers and agents use the same data def-

initions. The MDB is composed of an ASCII �le

set, where each �le is maintained by an agent. The

proxy agent allows the management of other dif-

ferent agent systems using the SunNet manager.

For example, there is a SNMP proxy agent that

supports the SNMP allowing the management of

SNMP agents. The SNMP proxy agent translates

the SunNet Manager RPCs to SNMP messages

and so it can send them to the SNMP agent, and

vice-versa. The SNMP proxy agent translates the

SNMP agent information to MDB attributes. For

instance, there is an ASCII �le that contains the

MIB II objects.

It is possible to develop new agents and man-

agers, and to expand the MDB using the SunNet

Manager framework, in order to manage new ob-

jects. The FTP management can be done either in

this way or using the FTP subagent de�ned in the

last sections. If the second option is chosen, then it

will be necessary:

1. to translate the ftp group to an ASCII �le that

will compose the MDB;

2. to con�gure the SNMP proxy agent to perform

the communication between the SunNet Man-

ager and a SNMP agent, as for example the

ISODE agent;

3. to con�gure the SunNet Manager to control the

new MDB or to implement new management

functions using the service library.

V.C. An Example using the ISODE,

NetView and SunNet Managers

This paper presented a scheme for the FTP

management using the ISODE, NetView and Sun-

Net Managers. This section describes an example

of an FTP subagent being managed by these three

managers.

The FTP subagent communicates with any

SNMP agent through the SMUX protocol. Fig-

ure 5 shows the FTP subagent communication with

a SNMP agent, that may be ISODE or NetView

agent. Because the ISODE and NetView managers

use the SNMP, these managers communicate di-

rectly with the SNMP agent, in order to manage

the FTP subagent. However, the SunNet manager

uses RPCs to communicate with its agents. There-

fore, the SNMP proxy agent is used in the com-

munication between the SunNet manager and the

SNMP agent.

Figure 5: Managers - FTP Subagent  Communication

Agent

 ProxySNMP

SMUX

SMUX

SNMP

Agent

RPCSNMP

AIX NetView

FTP

Subagent

SunNet

Manager

ISODE

Manager Manager

Agent
SNMP

In this example, there are three types of pro-

tocols involved in the communication between the

managers and the FTP subagent:

1. SMUX: between the FTP subagent and the

SNMP agent;

2. SNMP: between the SNMP agent and one of

the three following entities: the ISODE man-

ager, the NetView manager, and the SNMP

proxy agent;
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3. RPC: between the SNMP proxy agent and the

SunNet Manager.

VI. Conclusion

The proposed scheme for the FTP management

is very exible, in the sense that it permits the FTP

management according to the system's needs. The

scheme may o�er from a simple management where

only the sent and received messages of the system

are controlled, without concerning about their des-

tination or source, until management services in

complex hierarchical and federative domains. Also,

the control of the information ow between two spe-

ci�c systems may be o�ered.

Although this management scheme has been im-

plemented in the ISODE in the prototype, it can be

used by other network management systems, as de-

scribed in section 5.

The FTP management scheme presented in this

paper can be extended to the management of other

application protocols, like Telnet and SMTP - Sim-

ple Message Transfer Protocol. The application

protocol management allows a better evaluation of

the tra�c generated by each application protocol

and, therefore, a better resource allocation.

A new way of collecting the management infor-

mation can be used in order to improve the e�-

ciency of this management scheme. For instance,

a software for messages' analysis, that can be in-

stalled in strategic network points, may be used.

In fact, changing the data collection process does

not mean that the management scheme also needs

alteration. It is only necessary that the collected

data be correctly stored in the data �le to be found

by the FTP subagent.
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Appendix A: FTP Group

A list of some of the ftp group objects, which

were installed in the MIB, is presented below.

ftpDescr OBJECT-TYPE

SYNTAX DysplayString

(SIZE (0..255))

ACCESS read-only

STATUS mandatory

DESCRIPTION

"A textual description of the FTP

entity. This value should include

the FTP entity type (client or

server) and the software name."

::= { ftp 1 }

ftpInPkts (ftpOutPkts) OBJECT-TYPE

SYNTAX Counter

ACCESS read-only

STATUS mandatory

DESCRIPTION

"The total number of FTP messages

delivered to the FTP entity by

the transport service (or the

reverse)."

::= { ftp 2 (3) }

562.9



A Scheme for FTP Management Proc. INET '94 / JENC5 J. A. Carrilho

ftpInBytes (ftpOutBytes) OBJECT-TYPE

SYNTAX Counter

ACCESS read-only

STATUS mandatory

DESCRIPTION

"The total number of bytes

delivered to the FTP entity by

the transport service (or the

reverse)."

::= { ftp 4 (5) }

ftpConnOp (ftpDtConnOp) OBJECT-TYPE

SYNTAX Counter

ACCESS read-only

STATUS mandatory

DESCRIPTION

"The number of FTP opened ( data )

connections."

::= { ftp 6 (7) }

ftpConnTime OBJECT-TYPE

SYNTAX TimeTicks

ACCESS read-only

STATUS mandatory

DESCRIPTION

"The Time which the connections

have been opened."

::= { ftp 8 }

ftpBadAdds (ftpBadAuth) OBJECT-TYPE

SYNTAX Counter

ACCESS read-only

STATUS mandatory

DESCRIPTION

"The number of FTP connections

(or access command) refused due

to an address error (or a bad

access authorization)."

::= { ftp 9 (10) }

ftpConnTable OBJECT-TYPE

SYNTAX SEQUENCE OF ftpConnEntry

ACCESS not-accessible

STATUS mandatory

DESCRIPTION

"The FTP Connection Table."

::= { ftp 11 }

ftpConnEntry OBJECT-TYPE

SYNTAX ftpConnEntry

ACCESS not-accessible

STATUS mandatory

DESCRIPTION

"An entry of the FTP Connection

Table. There are information

about an FTP Connection."

INDEX { ftpRemoteAddr }

::= { ftpConnTable 1 }

ftpConnEntry ::= SEQUENCE {

ftpConnState INTEGER,

ftpRemoteAddr IpAddress }

ftpConnState OBJECT-TYPE

SYNTAX INTEGER {

opened(1),

closed(2),

trying(3),

fail(4) }

ACCESS read-only

STATUS mandatory

DESCRIPTION

"The state of the local system

with respect to an FTP

Connection."

::= { ftpConnEntry 1 }

ftpRemoteAddr OBJECT-TYPE

SYNTAX IpAddress

ACCESS read-only

STATUS mandatory

DESCRIPTION

"The IP address of the remote

entity connected."

::= { ftpConnEntry 2 }
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